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# 总则

1. 为了明确公司信息化工作职责、规范信息化工作管理、充分发挥信息技术在公司各项工作中的作用，根据国家、集团公司以及上级监管机构在信息化工作方面的法律法规和管理办法，特制定本程序。
2. 信息化工作应坚持“支撑业务、服务客户、保障安全、提高效率、满足监管”的原则。
3. 信息技术部是公司信息化工作的职能部门，在公司信息化工作领导小组的指导下，负责公司的信息化工作，各业务部门设置部门信息管理员配合信息化工作的开展。
4. 信息化工作应包括：信息化发展规划与工作计划、信息系统项目管理、信息系统运行管理、信息系统安全管理、信息科技风险管理、计算机设备管理等。

# 信息化发展规划与工作计划

1. 为了贯彻落实国家、集团公司及上级监管机构关于信息化工作的有关方针和政策，不断提高公司信息化的整体水平，提高信息资源的综合利用效率，应在充分调查研究和全面总结的基础上制定公司的信息化发展规划，原则上每五年制定一次，并在执行过程中不断加以完善。
2. 公司信息化发展规划的主要内容应包括：信息化中长期发展战略、信息化工程项目规划、信息安全规划及信息人才培养规划等。
3. 公司信息化发展规划应遵循“统筹规划、应用主导、安全可靠、资源共享、务求实效”的原则。
4. 信息技术部负责公司信息化发展规划的制定和修订，并应在下一年度开始之前，根据信息化发展规划和各业务部门的具体需求，编制公司信息化年度工作计划和资金预算。
5. 公司信息化年度工作计划的内容应包括：基础设施的建设与完善、应用系统的开发、系统的运行维护与安全保障、信息产品的购置以及信息化培训等。

# 信息系统项目管理

1. 信息系统在建设阶段实行项目制管理。项目的生命周期应包括：立项、招标、内部核定、方案细化、商务谈判、合同报批、开发实施、系统测试、试运行、验收等。信息系统的重大升级或后续开发，原则上可由该系统的原开发建设方承担，但必须经历生命周期中除招标和内部核定外的其他阶段。
2. 项目立项。信息系统项目由相关业务部门会同信息技术部提出初步业务需求、技术方案和成本估算，经公司办公会讨论通过后正式立项。
3. 项目立项后，应参照国家、集团公司和上级监管机构的有关规定，结合项目的具体情况，确定是否设置项目监理。
4. 项目招标与内部核定。项目建设应当坚持完整性、系统性的原则。不得将一个项目分解成多个项目，采取多次申报、多次审批的方式，规避招标环节。

项目预算资金达到下列规模之一的新建项目，原则上必须通过招标和内部核定程序确定项目承建单位。

（1）设备、材料等货物的采购，单项合同估算价在100万元（含100万元）人民币以上的；

（2）设计、开发、监理等服务的采购，单项合同估算价在50万元（含50万元）人民币以上的。

后续项目工程经内部核定后，可视情况直接委托给原项目承建单位。招标及内部核定工作按照《信息系统项目建设管理办法》执行。

1. 方案细化、商务谈判、合同报批。提出立项申请的相关业务部门会同信息技术部，与项目承建单位共同细化项目实施方案、商定合同内容，会签并报公司办公会批准后，由信息技术部负责落实完成公司与项目承建单位签订合同相关事宜。
2. 项目实施、系统测试、试运行、验收。合同签订后，信息技术部应确定项目负责人，检查并督导项目开发进度、协调项目相关业务部门与承建单位的工作，管理系统开发资源和环境，保障项目的开发建设质量。项目完工后，由信息技术部会同相关业务部门进行验收。通过验收程序后，系统开始正式运行。
3. 信息系统项目建设具体工作按照《信息系统项目建设管理办法》执行。

# 信息系统运行管理

1. 信息系统的运行工作分为业务应用和技术保障。业务应用是指业务部门对应用系统的培训、推广与使用；技术保障指为保障信息系统正常运行而提供的各种技术服务。
2. 业务应用由业务部门及其他相关部门负责、信息技术部协助；技术保障工作由信息技术部负责，各业务部门及其他应用部门与各结算网点协助。
3. 技术保障主要包括系统管理、系统维护、系统安全、技术服务与外包等内容。具体工作按照《信息系统运行管理办法》执行。
4. 技术保障工作中涉及到的配件耗材管理等工作按照《计算机设备管理办法》执行。

# 信息系统安全管理

1. 公司信息系统安全管理工作应接受集团公司及上级监管机构的指导和监督。
2. 信息技术部负责公司有关信息系统安全的具体工作。
3. 信息系统安全工作主要包括：系统安全规划、系统安全方案的制定和报备、应用系统建设过程安全控制、应用系统安全评估、安全设备和密码设备管理和配置、网络入侵防范、病毒防范和安全审计、安全事故的应急处置、安全岗位责任和安全教育等内容。具体操作按照《信息系统安全管理办法》执行。
4. 信息系统安全工作应受到高度的重视和资金上的大力支持。原则上，在新建信息系统项目的预算中应考虑不低于10%的资金用于信息安全方面的投入。

# 信息科技风险管理

1. 公司信息科技风险管理工作应接受集团公司及上级监管机构的指导和监督。
2. 本程序所称的信息科技是指计算机、网络通信、微电子和软件工程等现代信息技术在公司业务交易处理、经营管理和内部控制等方面的应用，以及建立完整的管理组织架构、制订完善的管理制度和流程。
3. 信息科技风险管理的目标是通过建立有效的机制，实现对公司在运用信息科技过程中，因自然因素、人为因素、技术漏洞和管理缺陷产生的操作、法律和声誉等风险的识别、计量、监测和控制，促进公司业务安全、持续、稳健运行，推动业务创新，提高信息技术水平，增强核心竞争力和可持续发展能力。
4. 公司信息科技风险管理的具体工作按照《信息科技风险管理办法》执行。

# 计算机设备管理

1. 计算机设备（以下简称设备）是指公司计划内采购的所有桌面计算机设备、服务器、网络设备、计算机安全设备、卫星通讯设备、外围设备、电源设备，以及设备的资料、备品备件、耗材、存储介质等。
2. 设备管理实行帐、物分管。总经理办公室负责设备的固定资产管理；财务计划部负责设备的计价、入账、报废、核销等账务处理工作；信息技术部负责设备的采购、配备和维护工作；设备使用人负责该设备的保管和使用。
3. 设备配备和采购应严格按照《计算机设备管理办法》执行。
4. 设备的日常维护应及时、到位，确保设备功能和性能的稳定正常，具体要求按《计算机设备管理办法》执行。

# 其它

1. 风险控制与稽核管理部负责对公司信息化工作进行遵纪守法方面的督导，对其中招标、采购、验收等环节的工作应进行现场监督。

# 附则

1. 本程序由信息技术部负责解释。

本程序经总经理办公会审议通过后，自下发之日起开始施行。